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Do You Know Where Your Personal Information Is? 
 
From the Office of Information Management Technology 
 

  
The amount of data on the Internet is staggering.  
 
As consumers of online services, we create information through our use of social media, online shopping, and 
many other activities.  Public records are also a source of information about individuals, which can get posted 
online. It is important to be aware that once this data is online, that can be difficult to remove.  
 
Your habits and tolerance for risk can change over time. The information that you felt comfortable sharing 
publicly a few years ago may seem like information that you’d now rather take back. You may have found 
information about you online that is incorrect, misleading, or you simply want to get it removed.  Below are some 
considerations on how to take ownership and control the data about you. 
 
See what information about you is available online 
 
It can sometimes be shocking how much information is collected about you and publicly available.  The search 
engines will help you to do a quick query of your public information.  You can also take a proactive approach to 
set up alerts for search terms of your name. 
 
Data service sites such as Spokeo and Pipl have massive amounts of data compiled from a variety of sources, 
including public records and social networking sites about individuals.  This data can be used by credit issuers, 
criminal profilers, employers, and others for any number of purposes, not necessarily intended by the data 
service providers. 
 
The first reaction to seeing your data might be “Oh my, that’s scary”, followed shortly by, “How do I remove 
this?” If you’ve experienced a similar reaction then take the following measures outlined below.  Be aware that 
some information posted about you is within your control, some of it is not. 
 
Clean up the data you can control 
 
Information that is under your control includes information that you have posted, such as your social networking 
profiles and related information. In addition, there could be information about you on old blog postings, postings 
on a friend’s web site, an old dating profile, picture sharing account, or any other services that were useful at a 
point in time for you, but no longer necessary.  
 
Review the accounts that you have access to. You basically have three options—remove the data, modify the 
privacy settings, and/or request that the account be deleted.  If you are going to request that the account be 
deleted, be sure to first remove all of the data. Be sure to request that the account be deleted rather than 
deactivated. 
 
Request cleanup of data you don’t control 
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